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    CHAPTER 1 

   INTRODUCTION 

The group of computers of mobile devices that are linked connected together through a 

medium is known as Networking. The devices can be linked through a wired or wireless medium. 

Networking is utilized to trade data like information transmission. 

There are two sort of network utilized in the information transmission are wired and remote. In 

wired network wires are utilized for communicate with one another and wireless network in which 

interact with one another without the utilization of wires through a medium. 

1.1 WIRELESS NETWORK 

The network that do not require any type of wire to communicate is commonly known as 

wireless network. Wireless Network uses radio waves for the communication between the devices. 

Now a day's wireless network become one of the common need because it provides you the facility 

to communicate without using wires using radio waves. Wireless Network commonly known as 

Wi-Fi. The standard defined by IEEE for wireless network is 802.11. Wireless Network define 

some protocols that are responsible for providing the communication service between the devices. 

 

 

Figure 1.1: Wireless Network 
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Wireless Network is based on some operating modes named as follows: 

 Infrastructure Mode 

 Infrastructure less Mode or Adhoc Mode 

Infrastructure mode is one that uses a pre constructed infrastructure for the communication 

between the devices. Infrastructure mode uses a centralized control and access point for providing 

the access. 

Infrastructure less or Adhoc mode is that which do not need any pre constructed infrastructure for 

the communication. In Adhoc mode every device act as router and forwards the data to the next 

device. 

1.1.1 WIRELESS NETWORK TYPES : 

Wireless Network these days become one of the important section of networking. The use 

of wired network become history, now wireless networks are provided as much speed as wired 

network. 

Wireless network is basically isolated into two sections:- 

 Infrastructure Based Network : 

 

Figure 1.2: Infrastructure Based Network 

Infrastructure Based Network is rely upon a prior-build framework. It require an access point to 

interact with each other. Infrastructure mode are structure either by impart in a roundabout way 

through a middle place or through an access point straightforwardly toward each other. At this 

moment some access points are characterized which gives the slight network. 
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Infrastructure modes are favorable of the immense energy of an access point to cover large area. 

For this situation access-points are straightforwardly associated with the server through wireless 

network. Likewise, these access points are additionally associated the diverse systems along the 

wireless channel. 

 Infrastructure Less Network : 

 

Figure 1.3: Infrastructure less Network 

Infrastructure less Network needn't bother with any pre-built framework to interact with each 

other. Infrastructure less system can be utilized to interact with each other during crises. There are 

various sorts of Infrastructure less system available but my research is usually concentrate on 

MANET. 

Various Categories of infrastructure less or Adhoc Network: 

 Mobile Ad-Hoc Network (MANET) 

 Wireless Sensor Network (WSN) 

 Wireless Mesh Network (WMS) 

 

1.2 MOBILE AD-HOC NETWORK (MANET) 

MANET is a self-formulated and self-manage wireless network collection of movable 

nodes. MANET structure can be deployed rapidly on the fly. It is exceptionally huge illustration 

incorporate building up survivable, efficiently work, dynamic transmission if there should be an 

occurrence of fiasco operations, alleviation endeavors, military systems and crises. In MANET 
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system outline can't depend on centralized and assembled network. MANET system is 

combination of similar mobile clients that interact over almost same bandwidth strained wireless 

channels. Mobile system topology may switch quickly and unstable occasionally. 

MANET grid is decentralized kind of network where every network movement made up of finding 

the topology and conveying messages must be carrying out by the nodes themselves. The 

utilization of ad-hoc network compelled by energy sources, to vast scale, versatility, high unstable 

systems. The plan of system convention for this system is unpredictable issue. Mobile Ad-hoc 

System has utilized diverse dispersed algorithms to decide the network, interface planning and 

routing. In mobile ad-hoc system, nodes locate the terse way between the sender and receiver 

which is generally the optimal path. MANET is combination of mobile nodes which impart over 

radio and needn't bother with any settled framework. This kind of network is exceptionally 

adaptable and appropriate for several circumstance and applications as it is of infrastructure less. 

Because of the constrained transmission scope of wireless interface the transmission traffic needs 

to depend on several middle nodes to empower the interaction between the nodes. MANET finish 

the usefulness of nodes yet every node likewise be switch to sending data for different nodes.  

As MANET is depict by limited data transmission and node versatility, there is request to consider 

the power effectiveness of the nodes, topology shifts and inconsistent interaction in the plan. There 

are many sorts of protocol feasible in mobile Ad-hoc System. The Protocols available are as 

follows: 

1.2.1 ROUTING PROTOCOLS IN MANET: 

Routing protocols are developed to define the route from one device to another. It support to 

exportation shortest path from sender to receiver. There are primarily three types of routing 

protocol are as following: 
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Figure 1.4 Ad-hoc Routing Protocols 

 

 Proactive Routing Protocol: 

It is the type of protocol that does not always create new route when a source request the route to 

destination instead it will check its routing table and finds the route. Proactive Routing protocol 

works faster than the Reactive protocol. It is also known as table driven protocol. Some examples 

of proactive protocols are DSDV, OLSR. 

 Reactive Routing Protocol: 

Reactive Protocol is other type of protocol which always build a new route when source requested 

a route to the destination. It is a lazy protocol and also well known as on demand protocol. Some 

main reactive protocols are AODV, DSR etc. 

 Hybrid Routing Protocol : 

It is the combines the functionality of both proactive routing protocol as well as reactive routing 

protocol. It adopt the route discovery functionality of reactive routing protocol and table 

maintenance functionality of proactive routing protocol. Hybrid routing protocol divides the 
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network into the zones and perform routing. It is mainly suitable for large network. One of the 

main example of hybrid routing protocol is ZRP i.e. Zone Routing Protocol. 

1.2.2 MANET Applications: 

As the portable appliance in wireless conversation expanded, ad-hoc network is turned out to 

be boundless application. Anyplace there is little or no interaction infrastructure is lie or the current 

infrastructure is awkward and costly for utilize. Ad-hoc network permits the appliance to be 

essentially adding and expelling device to and from the network also to keep associations with the 

network too. MANET is turned out to be extremely immense in there days by increment its 

versatility, give portability, dynamic in nature. Use of MANET is as per the following: 

 Emergency Services: 

It could be utilized as a part of crisis operation where nature fiasco happen or any mishap, surge 

tremor where no current network ways out to give them reliefs. It gathered data from impact 

territory to the human being for assistance them and to any neighborhood control posts. When 

control post notice about circumstance they offer duties to attempts to help them as quickly as time 

permits, give specialists also other relief whatever they require around then. 

 Military Battlefield: 

Military hardware consist of some set of computer gear. Military deed regular place network 

technology to keep track data arrange between the soldiers, vehicles also military data central 

command using adhoc network. From that field essential techniques of ad hoc network came. 

 Entertainment and Local Level: 

Likewise Ad-hoc networks connect transitory multimedia network PCs to spread data or 

information between members at conference also in the classroom using note pads, IPads and 

computes, It can also use in home network where appliance can impart to transfer data precisely. 

It is also useful in distributed networking and multi-player games. 
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 Commercial Environment : 

It can be useful for scope of business in randomly database also portable workplaces. In Web based 

business it can assist in the obtaining like we buy everything from anyplace along with electronic 

transactions. In vehicular system it can be useful to send the data of street mischance, bury vehicles 

networking along street transmission, taxi ad-hoc system, in sports stadium likewise offer 

assistance. 

 Personal Area Network(PAN): 

The interaction between small ranges appliance like mobile phone, PDA, portable workstations 

are covered by PAN communication in adhoc system. The wired network is supplanted by the 

wireless transmission. It stretches out the web versatility to get to the web with the assistance of 

Wi-Fi LANS, GPRS and EDGE. It has more noteworthy degree in future. 

1.2.3 PROS OF MANET  

The essential favor of the Ad-hoc network are as follows: 

 In MANET there is no need of centralized network. It can be setup anywhere as the nodes 

are mobile. 

 No need of pre-constructed network setup. 

 Nodes acts as router forwarding data from one to another. 

 MANET is very flexible type of network. 

 Last but not the least, In MANET you can scale up and down the network anytime. 

1.2.4 CONS OF MANET 

The defects of MANET are as following: 

 One of the main disadvantage is regular changing topology. 

 No centralized access. 

 Lack of resource. 

 Different Protocol for Adhoc Network. 

 Detecting of malicious node is very difficult without central access. 
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1.2.5 CHALLENGES TO MANET  

The main challenges to MANET are as following: 

 Routing is one of the main challenge to MANET because of regular changing topology. 

 Security and Reliability is other challenge to MANET due to neighbor relying packets. 

 Providing the quality of service in constantly changing environment. 

 Design a protocol for location-aided routing in MANET. 

 Remove the hidden and exposed terminal problem. 

 Remove the Problem of link failure due to constant movement of mobile nodes. 

 Last but not the least, Power Consumption is also another challenge to MANET because 

MANET rely on battery power. 

1.2.6 CLASSIFICATION OF ATTACK IN MANET 

The assaults on MANET can be characterized on the premise of the source and behavior of the 

assaults. On the premise of the source the assaults can be internal or external and on the premise 

of behavior the assault can be Passive or Active attack. 

 Attack on the premise of the source  

The internal attack can be described as an assault at the network in which a malicious node is able 

get unauthorized access by masquerading itself. Clandestine node in the network are the reason 

behind internal attacks. These malicious node are able to sniff the network traffic and they can also 

take part in network activities. Pictorial portrayal of the assault is shown in Figure 5(a). 
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                  Figure 1.5(a): Internal Attack  Figure 1.5(b): External Attack   

The external attack can be described as an attack in which malicious node reside outside the 

network i.e. it does not reside to the network and needs to access the network. At the point when 

these nodes are fruitful in getting to the network, they disturb the execution of the entire network 

by flooding the network with false packets. Pictorial portrayal of the assault is shown in Figure 

5(b). 

 Attack on the premise of the behavior 

A passive assault acquires information traded in the network without aggravating the 

communication operation. In this kind of assault confidentiality of the network is compromised 

and these assaults are hard to recognize. A few cases of this sort of assault are snooping and 

eavesdropping. Figure 6 (a) shows the passive assault. 

 

Figure 1.6(a): Passive Attack        Figure 1.6(b): Active Attack 
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An active attack can be described as an assault in which the information which is being sent on the 

network is altered or some new information is introduced in order to harm the receiver or 

participating entities. The integrity of the network is negotiate in this kind of assault. It comprises 

of information fabrication, modification and disruption to affect the network operation. Examples 

of these kind of assault include spoofing, masquerading. Figure 6(b) show active attack. 

1.2.7 ATTACKS IN MANET  

 Wormhole Attack  

The wormhole assault is very average and barbarous attack, it can be accomplished in MANET. 

In this sort of attack data or packet is caught from one district of network then replaying in another 

locale. Intruder makes tunnel in between two systems to take an interest for conversation. Single 

intruder accumulate all message while other attacker recap to confuse, to make receiver 

inaccessible from network. 

 Black hole Attack 

In this pernicious node utilize its routing protocol to realize another node that he has most brief 

way to destination and intruder drop packet to diminish the amount of data is accessible to another 

node. That sort of attack made deliberately for denial of service kind of assault. This cause 

destination node inaccessible or shutdown in network. 

 Denial of service Attack 

The fundamental intention behind this assault is to cause network asset inaccessible to the nodes 

exhibit in the network. On the fruitful execution of the assault, the network assets will be blocked 

off. The methods utilized by assailant to play out an effective DOS assault in MANET consist of 

sticking of radio signal and influencing the portable node to come up short on battery. 

 Byzantine Attack 

In this sort of assault, there are different malignant node which in impact to make routing circles, 

transmitting the packet through problematic routers and additionally dropping of packets. 

 



11 
 

 Man-in-the middle Attack 

In this assault, intruder lie betwixt the source and destination when information is send in between 

two systems is inhale by him. Sometimes, intruder may take on the appearance of the sender to 

interact with destination or take on the appearance of the destination to response to the sender. It 

begins with, when first intruder inhale and eve dropped the packets. 

 Gray hole Attack 

It is well-known as specific packet drop assault since it drop the packet specifically with certain 

likelihood. The gray hole node works such that for a case it will go about as malevolent and then 

it will change back to being an ordinary node. 

1.2.8 DENIAL OF SERVICE ATTACK 

A denial of service assault is executed by different intruder to flood the target network by 

countless packets. This impacts the network of resources, for example, data transfer capacity and 

computing power. The target is unfit to offer service to its genuine clients and network execution 

is chopped down. A DOS assault is build up by various components:-  

 Target 

 Master 

 Daemon 

 Intruder  

"Intruder" means the objective have which has been picked for attack. "Daemon" indicates the 

programs which truly coordinate the attack on the objective misused pepole. Attack daemons are 

for the most part sent in node machines. These daemon impact both the objective and host 

machines. "Master" is a specialist venture to mastermind the attack. "Genuine Attacker "implies 

virtuoso behind the assault by using the control master system, genuine attacker can remain out of 

sight of ambush. 
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1.2.9 FLOODING ATTACK 

Flooding is a Denial of Service (DoS) assault that is intended to bring a network or 

functionality downward by flooding it with a lot of packets than it can deal with. Flood assaults 

happen when a network or service turns out to be so overloaded with traffic starting inadequate 

association requests that it cannot process real association demands. By flooding a server or host 

with associations that can't be finished, the flood assault in the long run fills the host's memory 

support. When this cushion is full no further associations can be made, and the outcome is a Denial 

of Service. 

1.2.10  FLOODING ATTACK IN MANET 

Flooding assault is a kind of active assault in which attacker debilitates the network assets, 

for example, data transmission capacity, utilization of node assets, computational and battery 

control or to upset the directing operation to cause serious corruption in network execution  

A flood assault happens when a network can't process real requests demands since it is burdened 

by invalid requests. This in the end fills a host's memory cushion. When this support is full, 

associations can never again be made and this outcomes in DOS. A Flooding assault is extensively 

ordered into the accompanying sorts: 

 

 RREQ flooding 

The assailant chooses IP addresses that are not a member of the network and advertises RREQ 

packets. The attacker shut off the RREQ rate of the network so this exhaust more data transmission 

capacity. 

 

 Hello flooding 

The assailant node spread a hello packet with very high energy (powerful transmitter). Along these 

alternate nodes in the network expect that this assailant node is the parent node and begins sending 

packets towards this node trusting it to be the best path to the destination. This will prompt 

http://www.thesaurus.com/browse/advertisement
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increment in delay in the network and furthermore assure alternate nodes that this assailant node 

is their neighbor, with the goal that the various nodes will react to the Hello message and waste 

their power. The assailant node plays out a particular replay assault as its energy overpowers 

different transceivers. 

 Data flooding 

In this assault, malignant node initially build way to every one of the nodes and after that begins 

sending futile information packets to deplete the network data transfer capacity. It is difficult to 

recognize the information packet. 

 

 ICMP flooding  

An assailant produces a surge of ICMP ECHO packets to focus on the casualty node. In this way 

the casualty squanders its energy and system assets by sending answers to all the ICMP requests. 

  

 UDP flooding  

In this assault, the assailant sends n number of UDP packets to the casualty keeping in mind to 

overpower the casualty's network data transfer capacity. 

 

 SYN flooding 

The assailant sends a lot of synchronization packets to the target node and this outcome in a lot of 

memory being devoured. After the IP address of the target node is satirize, the assailant or 

malignant node regard itself as the real node and begins sending the SYN massage to the server, 

at that point the server will answer the noxious node by SYN ACK. Without the learning of the 

real node, over and over the malignant node will continue send the SYN massage rather than final 

ACK to the server and makes the association half open, By that server will likewise do regular 

answer by sending SYN ACK to the malevolent node and refresh the remade data in its buffer. At 

http://www.thesaurus.com/browse/malignant
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a certain point of time the buffer turns out to be full and the server couldn't answer for other node's 

request. Thus the whole session have denied. 

 

Figure 1.7: SYN Flooding 
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CHAPTER 2 

REVIEW OF LITERATURE 

K. Geetha et.al (2015) [12] Introduce, An intrusion detection system (IDS). The utility considers 

every one of the potential outcomes like identification rate, false alert, cost of recognition, cost of 

false caution, protecting expense, and assaulting cost. The NASH balance is calculated, and the 

possibilities of the attacker to assault and the safeguard to protect are additionally calculated. From 

this strategy, not just the SYN flooding attacker and SYN flooding assaults are distinguished yet 

in addition the nodes that purposefully present postponement to influence the media interaction 

are likewise distinguished. They are kept up in a block list for future thought. The associations 

with the attacker are shut. This gives full affirmation that the node chose for the exchange of 

information is not malignant and furthermore this node can furnish exchange with least delay and 

jitter. 

Dr. Sandip et.al (2014) [13] depicts a novel strategy for early identification of SYN flooding 

based DoS assault utilizing versatile threshold. SYN flooding based DoS is a noteworthy issue in 

MANET because of its restricted asset limitations. Discovery of flooding assault is to be made 

early as conceivable with a specific end goal to perform preventive measures to maintain a strategic 

distance from more harm in the network. Flexible threshold empowers us to consider the 

occasional varieties in SAR (SYN arrival rate) in the network. The mean SAR μn, can be registered 

over previous time window or by utilizing an exponentially weighted moving average (EWMA) 

of past estimations. Mean SAR, μn = αμn-1 + (1-β) xn, where α and β are the EWMA factor.  

As indicated by the authors by adapting the parameters like α and β, early location of SYN flooding 

assault can be made with bring down false alert. 

Zonayed Ahmed et.al (2017) [14] describes the planning way to deal with distinguish and protect 

from SYN flood assault construct a three stage scheduling algorithm in light of three distinct 

circumstances where server deal with. When the attack is happen the buffer is full, at that point 

the proposed algorithm is executed which analyzes every half open association inside the queue 

with  threshold limit and discharges the associations that surpass that threshold limit. If buffer is 

still flooded, PSO algorithm is executed to plan the current and entered requests by streamlining 
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the living arrangement time of every half open association in the queue and the most extreme 

number of associations that the queue can hold. Subsequently, the approaching solicitations can 

be apportioned into the queue and the duration of half open association in the queue is lessened 

which diminishes the nearness of assault requests for in the queue. This novel approach takes 

different parts of the server under assault rather than one. Rather than utilizing diverse ways to 

deal with shield the assault, this system can fill in as both scheduling and defending structure that 

could guarantee most extreme protection with proficient planning in the meantime.  

Neethu Raj et.al (2015) [15] describe, the guard system utilizes diverse transport layer anomalies. 

Every node utilizes algorithm in light of preprocessing network traffic predicted method (Auto 

Regression) and Chaos Theory to identify SYN Flooding assault. Casualty node joins opinion of 

different nodes and take a accord about the existence of assault. The technique is less vulnerable 

against false alarm. False alarm is lessened by checking three unique parameters and breaking 

down the utilizing same strategy at the same time. Ultimate conclusion is influenced in view of 

greater part to come about. As indicated by the author that proposed scheme is a superior system 

to defend SYN flood assault in MANET contrasted with the current components. 

Banoth Rajkumar et.al (2016) [16] introduce new protocol for the MANET. In this actualizes 

the DoS flexibility algorithm to maintain a strategic distance from the SYN flood packets which 

influences the network also enable the other information packets to stream easily. Later likewise a 

confirmation code with hash function is created. Additionally middle nodes are permitted to recode 

the encoded information in the network and an irregular perturbation key is utilized to maintain a 

strategic distance from single key failure. The benefits of that approach are CIA triad of 

cryptography. 

Meghna Chhabra et.al (2014) [17] depict a novel plan which manages stifling the impact of the 

assault. The proposed theory brings about no additional overhead, as it makes negligible changes 

to the current information structures and capacities identified with boycotting a node in the current 

variant of unadulterated AODV. Additionally, the proposed conspire is more productive regarding 

its resultant path built up, asset reservations and its computational unpredictability. In the event 

that more than one malignant node teams up, they too will be confined and secluded by their 

neighbors. Therefore the plan effectively forestalls DDoS assaults.  
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In future, the system can be assessed for: can intend to execute another identification component 

which recognize assaulting node as well as assault sort. In their consider, they have executed just 

a single assault component for DDoS assault. Be that as it may, there are parts more DDoS assault 

sorts which have more noteworthy effect on organize execution are yet to be actualized and have 

execute counteractive action procedure for flooding assault. Anticipation plot for packet dropping 

isn't actualized. 

Taranpreet kaur et.al (2014) [18] describe, to impair the performance of MANET, DOS Attacks, 

like RREQ Flooding Assault appear under Distributed denial of service assault are primary threat. 

Another inclination is proposed which will effectively safeguard from RREQ Flooding Assault in 

Military war zone circumstances. Following are the principle focuses taken into consideration: The 

ideal amount of k differs from circumstance to circumstance. For Clustering circumstance the best 

estimation of k is 2, in connection of PDR, Delay, Overhead and Throughput. The area of 

assaulting node additionally assumes imperative part on estimations of various measurements. If 

malevolent node are existing in extraordinary group the performance demolish is more, as 

clustering overhead rise. 

Preeti et.al [19] (2017), Trust based approach is proposed by author that is based on graph theory 

for securing the protocol as it perform better results other than cryptography techniques, trust value 

is calculate of every neighboring nodes then detects and prevent from attacker. From several 

detecting and preventing methods, proposed technique is proven the perfect in terms of complexity 

reducing. Their outcomes demonstrate that the proposed algorithm more encouraging in 

adequately and competently identifying and counteracting diverse sorts of attcks in MANETs. 

Nitiker M Mhala et.al (2010) [20] depicts the principle concentrate is on working of AODV 

routing protocol by mean of sure plan possibilities and conceivable convenience for finding 

required AODV occasions. What's more, the socket based system especially when ADOV routing 

daemon interfaces alter to the IP route table. The paper proposes the demand of implementation of 

Generic Netlink Family. 

Abhijeet kumar et.al (2014) [21], DoS assault was induced by virtue of RREQ Flooding. At that 

point with the help of anticipated plan, identification of DoS assault in view of RREQ Flooding is 

finished. At that point recognizing the malevolent nodes and blacklist. In this procedure none of 

http://www.thesaurus.com/browse/convenience
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the earnest nodes which might be erroneously blamed for being badly acted were not vindictive. 

The routing of the network was enhanced in the presence of surrendered nodes and making the 

point of confinement parameters versatile in nature. This should be possible by making 

computations fixated on parameters like memory, handling capacity, battery power, and normal 

number of solicitations every second in the network etcetera. Further, the protocol can be made 

ensured against different sorts of conceivable DoS assaults that linger it. Versatile processing 

contain mobile interaction. The worries identified with this network are ad-hoc and infrastructure 

network and in addition communication properties, protocol and so forth. This the extent of 

advancement and change in wireless networks, ideally MANET is gigantic. 

Alid Hussain et.al (2016) [22] Introduces three step counter algorithm to isolate SYN Flood 

attack. It examine the Acknowledgement packets which will fulfill three-way handshake agenda 

successfully or not. Furthermore that algorithm is fully based on advanced rules of window 

firewall. It define the rules on inbound network traffic which lead to isolate the attack. It will access 

the firewall of window also set the rules for every IP address and block the all packets which leads 

to attack from specific address. 
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      CHAPTER 3 

SCOPE OF STUDY 

MANET is a wireless network which utilizes the versatile nodes for transmission. In 

MANET we have a short-lived network which is with no infrastructure. Each member in MANET 

like portable or movable device is allowed to move toward any path. Some security dangers and 

routing issues may arrive in the network. MANET has a few points of interest as a result of those 

it winding up more well known. 

 

Because of dynamic in nature there might be chances that a malicious node can go about as the 

piece of the network it might be internal assault or external assault and furthermore we need to 

center while choosing the ideal and secure path for transmission of the data between the nodes 

which takes less time and give us most extreme throughput. So we need to identify the security 

assaults on MANET and the tools which can resolve that issue and boost the security and 

additionally performance of the mobile ad-hoc network. So the future scope in MANET is we can 

state, we can make protocols or algorithms to enhance the security of the network with less vitality 

utilization by the nodes in MANET. 

 

3.1 PROBLEM FORMULATION 

This research is cut down the SYN flooding issue on MANET and upgrade the results of 

routing protocol in terms of delay, packet delivery scale and throughput. The SYN flooding attack 

is the dynamic kind of assault which is activated by the malignant nodes. In the SYN flooding 

attack the malignant nodes flood the victim server or node with boundless number of packets 

because of it the victim server or node gets intensely stacked and the server couldn't answer for 

other node's request. Thus the whole session have denied. In this Thesis work, method will be 

proposed which recognizes and prevent the system from SYN flooding assault in the system. 
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  CHAPTER 4 

OBJECTIVE OF STUDY 

Our objective of this research work is to temper the SYN flooding attack in MANET. SYN 

flooding attack is one of the most important security problem in MANET. The main aim is to 

detect and isolate the SYN flood in mobile ad hoc networks and its security is critical challenge 

because its nature is independent network creation with frequently topology changes. That’s why 

MANET is survival from physical to application layer unsecure. But security is dominant issue for 

the communication so we study number of detection and prevention mechanism. In this thesis, our 

basic objective to protect the ad-hoc network through SYN flooding attack. SYN flooding attack 

is a type of attack where resource are consumed by the attacker.  

1. To Analysis of SYN flood attack behavior. 

2. To propose technique for Detect SYN flood on the server or node. 

3. To observe the effect of SYN flood attack on server or node performance.  

4. To Isolate the SYN flood from server. 
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CHAPTER 5 

RESEARCH METHODOLOGY 

This research is based on diminish SYN flooding attack from the server or node. The 

assailant sends a lot of synchronization packets to the target node or server and this outcome in a 

lot of memory being devoured. After the IP address of the target node is satirize, the assailant or 

malignant node regard itself as the real node and begins sending the SYN massage to the server, 

at that point the server will answer the noxious node by SYN ACK. Without the learning of the 

real node, over and over the malignant node will continue send the SYN massage rather than final 

ACK to the server and makes the association half open, By that server will likewise do regular 

answer by sending SYN ACK to the malevolent node and refresh the remade data in its buffer. At 

a certain point of time the buffer turns out to be full and the server couldn't answer for other node's 

request. Thus the whole session have denied. 

In this research work, the technique will be proposed for detecting and isolating the SYN flooding 

attack. In the proposed technique the authentication server (Third party Authentication) will be 

constructed in the network. Each node needs to get registered with the authentication server. In the 

enrollment process the nodes will also define their data transmission rate. When any node wants 

to interact with any other node, then it needs to prove its identity to the authentication server. The 

node which violates the rule of assigned data rate that is, the node which sends the data above the 

assigned data rate will be detected as SYN flooding node. Furthermore, in detection phase 

prediction method is introduce to detect the SYN flood by taking three parameters with separately 

monitoring also keeping in mind prediction error rate. If more than one parameters value is above 

threshold limit then SYN flood is detected and finally prevention technique is apply on abnormal 

packets. The proposed improvement leads to mitigate SYN Flooding attack from the Server or 

node.  
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Figure 5.1: Flow Chart of Proposed Methodology  
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CHAPTER 6 

EXPECTED OUTCOMES 

Following are the different expected results of this exploration: 

1. The proposed algorithm or technique will be founded on identifying the SYN flooding attack 

from the network. At the point when the malignant nodes are recognized from the network, the 

system throughput will expanded at relentless rate.  

2. The proposed approach can proficiently enhance the security of records and alleviate the 

exhaustion of resources. 
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    CHAPTER 7 

SUMMARY AND CONCLUSIONS 

This report gives the introduction of the MANET with its applications, challenges, security 

objectives and attacks in MANET. The report has the different methods and techniques to keep up 

the security in the literature survey. SYN flood assault is one of the significant assault in which 

malignant nodes flood the victim server or node with boundless number of packets because of it 

the victim server or node gets intensely stacked and the server couldn't answer for other node's 

request. Thus the whole session have denied. In the research, the report shows that how I will work 

in the future to propose my planned algorithm. 
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